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CABINET

REFORM OF SECTICN 2 OF THE
OFFICIAL SECRETS ACT 1911

Memorandum by the Secretary of State for the
Home Department

1, We undertook in The Queen's Speech to bring forward a Bill to
reform Section 2. Tt is common ground between us and the other major
Parties that reform should be broadly based on the scheme proposed by the
Franks Committee whose report (Cmnd 5104) was publishad in 1972,

2. I attach at Annex 1 a summary of my proposals, The Franks
recommendations are attached, for convenience, at Annex 2, I particularly
draw my colleagues' attention to the follewing points.

CABINET PAPERS AND INFORMATION ABOUT THE CURRENCY AND THE
RESERVES

g Franks proposed that there should be protection for all Cabinet
papers and for inforination about the currency and the reserves the
disclosure of which would be likely to cause serious injury. When Cabinet
papers contain protected information (eg on defence) they would naturally
receive protection by virtue of that fact, and I do not propose that we should
include in the Bill provision to protect Cabinet papers as such, On the
currency and the reserves I have consulted the Chancellor of the
Exchequer and we do not propose that the Bill should protect any economic
information as such., On both these points my proposals are in line with
those of the previous Administration as set out in the White Paper

Cmnd 7285,

CERTIFICATION OF SERIOUS INJURY T® THE INTERESTS OF THE
NATION

4. This presents some difficulty. Franks proposed that information

in the defence and international relations categories should be protected
only if its unauthorised disclosure was likely to cause serious injury to the
interests of the nation, and that the issue of serious injury should not be left
for the jury to determine, We can readily accept both points, The
problem is what authority should determine serious injury.
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5. Franks argued that the only authority that could properly do the
job was the responsible Minister, who should personally review the facts
and, if satisfied on the point, issue a certificate that woul ! be conclusive
proof of the fact that the information in question met the 'serious injury’
test. In Opposition, both last year and in the proceedings this year on
Mr Freud's Bill, we took the line that the responsible Minister would be
seen ag acting as judge and jury in his own cause and that an element
independent of povernment (in shorthand, "three wise men'") should be
introduced into the certification procedure.

6. In favour of "three wise men'" (whether they take the decision or are
merely advisory) it must be said that the arguments we recently used in
Opposition will be attractive to many elements in a House of Commons that
we have yet to assess, and it can be argued that it would be too embarrassing
to be seen to change our minds on the issue so soon after entering office.
Against the idea, there would be difficulties in finding acceptable people

who were both prepared *o do the job and whose appointment would not
provoke controversy; and there could well be awkward problems on, for
example, the right to make representations to the '"'three wise men" when
much of the Government!s own representations could not be revealed, for
reasons of security. Also, a defendant would not be made defenceless by
the responsible Minister (or anyone else) certifying the fact of likely serious
injury; he would under my proposals have available the defence that he had
no reason to believe that the information was of that nature.

Ts On balance, I recommend that we should revert to the Franks
proposal that the certification of information as being likely to cause
serious injury to national interests should be the business of the
responsible Minister alone,

CONCLUSIONS

8. The outline of the legislation I propose is much the same as the
previcus Administration's White Paper. The essential features of the
structure set out in Annex 1l are as follows (paragraph references are to
the paragraphs of the annex): -

i, Omly the disclosure of official information fhould be
penalised (paragraph 2).

ii, The categories of protected information should be broadly
those recommended by the Franks Committee, though with some
adjustment (paragraphs 3 - 8).

iii, The protection of information should depend on its nature,
rather than on the classification of documents (paragraph 10},
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iv. The Bill should nevertheless contain provisions about
classification, which is of evidential value in a pro ecution
and puts those handling classified documents on notice about
their nature (paragraph 11).

v. Separate offences (and available defences) should be
constructed for Crown servants, Government contractors and
private citizens (paragraph 12).

I invite my colleagues to agree to the proposals in paragraphs 3 and 7 above

and in Annex 1, and to approve the preparation of a Bill giving effect to
these recommendations,

Home Office

20 July 1979
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el ATNEX

HE REFORM COF SECTIOR 2 OF TdE QFFICIAL

=

DITLAITED FPROPOEALE FOR
BECRETS ACT 1911

A Ths Franks Report recommended that instead ol the caich-all
provision of section 2 - which penalisgsesz unsuthorised diselosure

and reception of any officlizl information - tThere should be a much

narrower measure confined to information in certain specified

catesgories.

2 It is envisaged that the protection of the criminal law should

ral

ne applied only to officisl informetion, which would be defined as

information held &t some point by Crown servants or by gpvernment

contractors (and these expressions themselves would be defined in

the Bill). There would no longer be an offence of receiving
official information, but a citizen who knowingly disclosed
protected information without authority would commit an offence.

Catezories of Irotected Information

(1) Defence and Internal Security

3. Az envisaged by Franks, it is propssed that there should be
protection for information about defencs and internal security,

the disclosure of which would be likely to cause serious injury

to the interests of the nation or {(and this is a refinement to

Fronks following the line taken in debate on Mr Freud's Bill) would
endanger the safety of a citizen of the United Kingdom and Colonies.
This would include information about such matters as the armed forces;
nilitary weapons and their development:; defence policy and strategy;
and plans and reasures for the maintensnce of essential supplies

and services, whether in time of war or not, or for the maintenance
or restoration of public order; and information about similar defence
matters in allied States.

(ii) Interrational Relations

. Agsin as envisaged by Franks, it is proposed that there should
e
Lr

be probection for information sbout international relations, the
disclosure of which would csuse serious injury to the interests of
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degerved blanket protection. It i=s proposed that a1l information

shout the three security_and Intellisenge gencies, and about work

done it support of them (for example in the Ministry of Defence and the
ml
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+2d Porces) should be protected.
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(vi) Interception of comnunications

8. It will be necessary to provide siwmilar blanket cover for
this category of information.

Protective Security Measures

g, Thne previous Administration's White Paper suggested that it
wonld be necessary to epply criminal sanctions to protect informaticn
sbout protective security measures, This was not something

suggested by Franks. It is proposed that the BRill should provide

a separate offence penalising the unsuthorised disclosure of any
official information which could be used for the purpose of cbtaining
access to any information protected by the Bill, if the disclosure

is made in eircumstances in which it would be reasonable to expect
that it might be used without authority for that purpose. The
provision would thus protect such matters as cyphers, keys, passes,
compunications equipment and other physical 2nd technical means of

preserving the security of official information.

Provisions asbout classification

ﬁDT Franks couched his recommendatiocns for the protection of
categories such as defence and international relations (paragraph %
and 4 gbove) in terms of informstion which was classified: that is,
marked as 'SECKET' in the sense that its disclosure would cause
serious injury to the interests of the nation. It is proposed to
adopt the previous Administration's approach on this, ie that the
Bill should prcvide protection in terms of the nature of the
infarmatiﬁn, rather than whether or not it is classified. This
should plug some of the loopholes which srise on the Franks approsch
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the nation or which would endanger the safely of-g ecitizen of the
Urnited Kingdom and Colonies. International relatiozns would be
broadly defined to cover relations between Governments; infernationa
organisations and organisations or psople carrying on political

aetivities 1n other counbtriess.

L It iz proposed that there should be protesction for information
about law and order in the sense of: information which ig likely

to be helpful iu the commission of offences; or is likely to be

helpful in facilitating an escape from legal custody or other acts
prejudicial to prison security; or information the disclosure of

which would be likely to impede the prevention or detection of
offences or the apprehension or prosecution of offenders. This
0

vy is also on lines recommended by Franks.

(iv) Confidences of the Citizen

G Franks prcposed that there should be protection for informatiorn
given to the Government by private individuals or concernsg, whether

given by reasons of cowpulsory powers or otherwise, aud whebher or
not given on an express or iwplied basis of confidence. It is
envisaped - and this has been our policy since 1973 — that the Bill
should go beyond this and provide protection for information held
by the Governmeat. In detsil, what we propose is that the category
should comprise information received by a Crown servant or Goverament
contractor - whather from the subject of the information or not -
on terms or in circumstances reguiring it to be held in confidence
or in circumstances in which it would be reascnable to expect it
to be held in confidence. As Franks prcposed, protection would be

limited to information asbout private citizens and private conceras.

(v) Security and Intelligence

e iy

7«  Frenks dealt with this as part of the defence category, subject
0 the "serious injury" test. The last Administretion recognized
T special CDIEldETthﬁudappllLd here, and that the category




over, for example, documents which ought to have been marked as
classified but which are not, whether by accident or design. But
although information will be protected by the law whether or nof
assified it is clear that classification serves a useful
evidential purpose. 4 Crown servant, for example, who disclosed

-
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a properly marked document would find it hard to persuade a court
that he had no reason to believe that the information in the
documsent was protected.

41. It is therefore proposed that the Bill should include provisions
ahout clagsification., It should lay down the eriterion for
clagsification (ie that unauthorised disclosure would be likely %o
cauee serious injury to the interests of the nation) and provide,

as Franks envisaged, for regulations to be made about 'the clasei-
fication and declassification of documents, which should include
provisions on levels of authority at which decislons on classificetion
mey he taken ard on srrangements for review and declassificatior'

12. Franks envisaged that there would be three main offences:
disclosure by a Crown servant contrary to official duty; disclosure
by a Government contractor when the disclosure was not made for the
rPurposes of the contract or was made coatrary to some restricticn
imposed on behslf of the Crown; and disclosure by a private citizen
of information which he knew or had reasonable ground to believe
reached him as a result of a contravention of the Act. It is
envisaged that there should be offences on broadly these lines,
though the private ecitizen offence would not be dependant on the
citizen's knowledge or belief that the information reached him 2s

& result of a contravention of the Act. Instead there weould be an
offence of unauthorised disclosure by & private citizen in circum-
slances when h¢ appreciated that the information in guestion was
Protected by the Act. The Bill would provide that in the case of
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He citizen the prosecution would have to prove beyond reasonable
oubt that the accused knew or had reasonable cause to believe that
he information was probtected; vhersas the Crown gervant or
gvernnent conbrasctor wounld have a defence if he could prove that

e did not have that knowledge or cause for belief.
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@ It is also proposed that the Eill would create, as
£

nvisgged, a separate summary offence of failure by a Urown servant

reasonable care of an efficial document protected by The Act.
t is envisaged that the Bill should provide for such an offence -
o apply to Crown servants, Government contractors or citizens - and

1

the offence should be in terms of failing to take such care to

of

event the unauthorised disclosure of the documsnt as 8 persoa in

is position may reasonably be expected to take.

o The Bill would provide that in the case of an alleged offence
wolving infornation in the 'law and order' or 'confidences of +he
itizen' categories (paragraphs 5 and 6 above) the accused would

nve a dafence if he could prove that at the tiwme of the alleged

fence the information hsd been made available, or had becomes arsilabls
1 request, To the publiec or a section of the publie.

secution, Penalties ete

» Franks proposed that, with one exception, prosecutions should
mounted only with the consent of the Atforney General. The

iception concernsd disclosure of information in the 'law and order'

ategory when prosscution would reguire the consent of the Direcvuor
Fublic Prosecutions. These proposals, and the mors technical
commendations concerning powers of arrest, penslties and juris.-

¢tion, have not produced controversy snd it is envisaged that a

11 might follow the lines Franks proposed.

oy servants
e e

» It is proposed that the Bill should define Crown servants as

% ETr _ A SR
Cluding Ministers of the Crown, civil servants, members of the




armed forces, and members aof the police force. It is sl1s80

' avisaged that there should be a provision enabling the Secretary
of State to designete further individuals or bodies whose officials
would be Crown servants. The main purpose of designating certain
persons as Crown servants 1z not to render them lisble fo criminal

sanctions - since it is enviseged that & citizen who knowingly
formetlon will &lso be liable = so much as

disclozges officlal i

ig pfficial Anformation: that is

servant or Government contractor by




AN :

FRANKS REFPORT

SPECIFIC FROPUSALS

The replacement of section 2

1. Sseuion 2 of the O
by narrower and more 5
{Chapter 7, i¢ parageaphs 85

Seereis Act 1911 shouold bevepezied, and replaced
provisions, 3

-103.)

2. The pew provisions which we recommend, in place of section 2, should
form a separate stature, ko be koown as the Qificial Informatics Act.
(Paragraphs 101-3.)

Informafien to wiich the Ofliclal Inforimation Act should apply: defeace, foreion
relations, clrrency.

5

3. Defeice vad irernal xe

ity Tive OfGicial Information Act shauld apply
to official information relating to matizrs which concers o alless the defense
or sceority of the realm, wneldding in pariicvlar those msilers set out it
subperagraphs below. Information relating 1o the defence or sceurity of «
Powers, covering maticrs of the kind mentioned in subparaz
not g.) should be included in this category - —

z) the Armed Forees of the Crown and miatters relniing thereto;

(B) mililary weapons, stores and equipment of all Kinds, including nucleas
weapons, ships, aiecvalt, vehicles, communications svsiems and all
meEns of warare;

{c) the research, development-and produciion of all item: covered by b

(d) defence policy and strategy and other military pl2aning, includ
plars and mepsures for the maintenance of escential suppiies and serviess

jriThe gt
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{e) intethgence and security serviees, and information obtained by them;

(1} military treatizs and arrangements with other Powers, und ncgotiations
of such treaties and arrangements;

(z) internal defence and sccurity, and plans and measures relating thareto,
incheding plazs and measures for the main'enanse and restarmion of
public order or of essertial supplics and servicss in contingencivs shoil of
war.

(Paragraphs 122-5))

4, Toreign refarions, The Official Information Act should spply to official
information relating 1o any matiers which concern or affect forcizn relations of
the condust of forcign relations. By “lorcipn relstions™ woe mean the rétanons
between the United Kingdoam Gobvernment and any other Power of a5y e
nationzl body the members of whizh are governments.

(Paragraphs 126-134.)

5. Curreicy and tiie reserves. The Oificial Information Act should apnls
i

o eflicial inwformaticn relating 10 any proposals, nezotiatfons or dechions
connzcted with allerations in the value ol sterling, or relaung to the reserves,
including iicir extent or any movement in or thireat o them.

(Pzragraphs 135-9)

Yrovisions on classification
6. The fFcial Information Actshould apply o official information withia
v the thres cateporics deseribed in propesals 3, 4 and 3 above if it hes beer
classified, in accordance with the provisions of proposal 7 below, on the grovnd
that its unavthorised disclosure woeld cause av lezst serious injury 1o the
interesis of 1the naticn. The prozocution should Hiave 10 satisfy the court that the
infermation fell within a category, and thal il was so classified, but the court
should net be concerned with the effect of the disclosire on the interests of the
nation,

Tasr
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7. The Olfficial Information Act shouid contain the following further pro-
visions cn classification — .

{(a) Information should count as “classified™ within the meaning of the
Actifi— f

(iYin the esse of 2 document, it i marked with the word SECRET
or words inctuding the word SECRET, or it relates to military
weapous or equipment (a5 defined in proposal 3 b, and ¢) and
it iz marked DEFENCE-—CONFIDENTIAL, and in either case
it hag been classified in accordance with the provisions of ihe Act
and of regulations on classification made under it;

{11) in ihe case of a communicatisn by non-documentary  meins,
the information relates to the contents of a document which is
classified in accordance with (1), or is information which, il it had
been contained i a document, ought to have been so classified.

(b} The Secretary of State should make regulations about the classification
and declassification of deocuments, which should include provisions
on levels of auihority at whick decisions on classificaiion may be taken
and on arcangements Tor review and declassification.

{¢) The unauthorised removal of a classificution mark, or the making of a
copy of a elassified document without the ;'T‘rL, should not affect the
classificd status of that document.

(Paragrephs 150-7.)

4. Beforcadecision is taken whether to institute a prosccution for the dis-
closure of classified information within one of the three categories, thera should
be a review of the classification of the mfocmation which had allegedly boen
disclozed without sutherity. This review should be corried out by ihe responsible
Minister himself. He should be required-to consicer whether, at the time of the
gffzeed disclostre, that informmion was properly clas: dzd SECRET or above
or DEFENCE-~CONFIDENTIAL, in the scrnsz that its unauthorized dis-
closure vould cause serious infury 1o the interests of the nation. IF be was not
satisficd on this poing, then no presecution would be possible. I he was savisfiad,
he should give a certifieate to that eflect 1o the court, This certificate should be
conclusive evidence of the fact that the information vas classified within the
meaning of the Act. All other ingredienis of the offerce shauld be proved by
evidence in the usual wayv.

(Paragraphs 1 58-161.)

9, The Government, and the representatives of the news media and of any
other interests dircetly affected, should enter into dizeessions with a view to the
esiablishiment of an informal Committee on classification of the Lind outiined
in paragraphs 163-6 of the Report.

(Parapraphs 163-6.) ¢

Chbser Information to which the Official Information Act should apply

10, Maintenance of lav and order. The Ofiicial Information Act should apply
lo official information {incleding police, prisen znd Post Office mlormation}
which comes within onc of the three following descriptions—

(a) itislikcly to be helpful in the commission of 2flences;

(L) it o5 Nkely 1o be helplul in facilitating an escape Trom lepal cusioch or
otlier acis prejudicizl 10 prison security |

(c} its disclosure would be likely to impede thz prevention or detection of
fences or the apprehension or prosecution of offenders.
(Chapter 10, 1.2, piu agrapln 170-5.)

11, The Cobiger. The Oficial Infenmation Act should apply o Cabinet
documents, thit is, docoments submitted for the consiceration of the Cabkinst
and documen s recording the proceedings or conclusions of the Cabinet,
irrespective of subleel matiers “Cablacl” for Lhis purpose mcindes commitizes
of lht Cabinet the members: ol which are Ministers. Cabinet documents Lo
which the Act applics should be marked in & manner prescribed by the Sceretary
of the Cabinet. The Act should provide thit the communication of a Cabinet
document mezns either the transmission of that document or @ substantial
part of it, or the communication of information abouwt the document by other
means which crable another person to reproduce the documient or a substantial




part of it in verbatim or virtually verbatim form, The provisions in wrl,m-:ﬂ 7k r._J
gbout the removal of a-classificaiion mark, o1 the making of'a coy pir ol a classified
document without the mack, should apply_ also 1o Cabines ms ,,_;

(Paragra p]ii 1821904

12, The confideinces of the citizen. The Oficizl Inf:
apply to information given to the Government by privats in
wheiher given by reasons of compulsory povers or atherw
noi given on an eXpiess or [rmnu:d basis of con wfidence,
[}’ar'grP phs 192-200.)

ation Act should
viduals orconcerns,
1=¢, abd whether or

13, Official informaiion wsed for private pain. The Oficial [nformation Act
should contain the following provisions, which would ineffeel form an extension
of the existing law on corruption ;—

{u) It should be an offence for a Crown servant, confrary to his offick

duty, 1o vse official information for the purpose of obtaining private
gain for himsell or any other person, or o communicae ihe informa-
ton to any other person with a view to enabling that person or any
other person 1o obiain private gain. “Private gain' means the making
of a gain, or the ave: "[* eofa ]u:rs;, N Measy Or money s worlth.

(b) Thiz offence should also cover—

(i) a Government contractor who uses or communicates official
information for private giin, otherwise than for the purposes of
the contract;

(ii) a person entrusted with official information in confidence, who
uses of communicates that information {or private gain, otherwisc
than for the purposes for which it was entruste

(¢} it should be an offence for a recipient of official informaticn, which
he knows or has reasonably ground to belicve has boen disclosed by
1 Crown servant contrary to his officisl duty, or by a Government
wontraclor or person entrusted with official information in confidance
:ontrary to {b) above, 10 use that informadion for the purpose of obtain-
ing private gain For hismsell or for another,
(Paragiaphs 201-3,)

Wha chould be lighie to prosecution

14, The Official Tnformation Act should place the primary duly to protect
offici: | information to which it applics upon;— :

(a) Ministersof the Crown:

{]:-} miprnhare mnf (e Hame il Sarvioo and ] o nlh]nr_rl-uflc- Eﬂ-rlnr‘ﬂ-’

{c} members of the Armed Forces;
{d) = embers ol police forces;
(e} members of the Atomic Energy Anthority and the Post Office;

(T) persons employed by or serving under the direction or control of any of
the above classes, end members of the e epal profession acting for Lhe
Crown or for the police in brinzing prosecutions;

(g} former members of any of the above classes.
(Paragraphs 208-215.)

Crown servanis z =

“15. Tt should be an oficnce for a Crown servant to communicaie infor-
mation to which the Official Information Act applics, contrary 1o his official
duty,

(Parageaphs 216-7.)

16. In refation to prosecutions or serving Crown scrvants for the olfence in




proposal 13, the Officizl Information Act should provide as foliows :—

fa} The prosecution should have to prove that the Crown secrvant had
disclosed informsation to which the Oificial Information Act applics,

contrary ko his officiai duty.

() The Crown servant should have the defence that he belicved, and had
reasonzble ground to believe, that he was not acling confrary to his
official duty.

{€) The Crown servant should also have the delence that—

(i} in the case of classified informarticn relating to defence or internal
securily, or forsizn relations, or the currency or the reserves. he did
not know, and kad no reason to believe, that it was classified ;

(i} in the case of an offence of disclosing a Cabinet document, or
inforinstion covergd by aup proposals on the maintenance of law
and ordger and the confidences of the citizen, ke did not know, and
hzd o reason to believe, that 8 was such a docwmnent, or was
information-ofone of the kinds specified in proposzls 10and 12,

(Paragraphs 215-221.)

17. Failure by a Crown-servant to take reasonable care of an official
document or information to which the Official Information Act applies, or
failure to comply with directions given on behalf of the Crown about the return
or disposal of such a document, or the reteniion of such a document contrary
o his official doty, should be offences.

(Paragraph 233)

Goverament ecaivactors aml! persons enfrosted with official information in
copfdence

IB. i) Tt should be an offence for a Government contractor to disclose
information te which the Official Information Act applics (other than the
confidences of the citizen) and which las come inio his possession owing 1o his
position as a Government contracior if—

(i} the peovisions of the Act have becn drawn to his aitention as appiyving to
that information or that kind of information: and

(i1} the disclosure is not made for the purposes of the contract or in accord-
ance with an authorisation given on behall of the Crown, ot it is mads
contrary to resirictions imposed on behall of the Crown.

(b} A serson charged with this offence should have the delfences—

(i) that he believed, and had reasonable ground to belicve, that he had
disclosed the information for the purposes of the contract, or in accord-
arce with an authorisation given on behall of the Crown, or that the
dizclos, re was nol conlrary io-any resiriction imposed on behalf of the
Crown;

(i) that he fid not know, and had no reason to belicve, that the information

in guestion was classifisd, or was of & kind protecied by the Official
Information Act {sce proposal 16 ().

(c) This offence should also cover a person entrested with official information
in confidznce by a Crown servant, with the modification that {a) (i) and (b) (i)

should refer to the purposes for which the information was entrusted and not
to the purposes of the contract.

(d) The olferces of failing o take reasonable cere of official decuments and
information and failing to. comply with direcctions for the return or disposal of
such documents (see proposal 17) showld also apply 1o Gevernment contractors
and persons entrusted with offfcial information in confidence,

(Chapler 14, ic paragraphs 223-8.)

The duty of the citizen

19, The mere receipt of official information should no longer bs an offence.
(Paragraphs 232-3 )




20. Where a person Enows, or has reasonable pround to believe, that,
information in-his possession has been communtcatied {whether or not directly
to him) in contravention of tlic Oificial Information Act (other than the provis
sions refating 1o the coufidences of the citizen and private gain) it should be an
offenze for him tc communicate that information otherwise than in accordance
with an sutharization given on behalf of the CTrown. The prosceution should
have to prove {2} that there had been a contrarention of the Act by some other
perst iy end (b} that the informizlion in question was still covered by the Act 2t
the L.me when the accused communicated it, o () that the accused know that
the 3 formation had at<ome earlier stace been communicatled in contraveniion
of the Act, or that he had reasonable sround io belicve that this was the case.
The accused should have the defanse it he beolieved, and had reasonable
ground to believe, that be had commumicated the information 1n accordance
with an avthorisation given on behalf of the Crown to him, of given (o some
other person bt in lerms applicable to ldne I should not be an offence o
communicats information for the purposs of obiaining such an authorisation,
or of delivering a document to a Crown servant or obtaining dircetions about
s retern or disposal.

{(Paragraphs 230-1 and 234-6.)

21, Any person coming innocently into possession of a deemnent in ont of
the three catercries described in proposals 3-5 which is classifiad and marked
SECRET should be prohibited from communizaung that document 10 anyong
cxcept for the purpose of delivering it 1o a Crown servant or obtainiog direciions
what to dowith it. The citizen should have the definee that he did not know,
and nad no resson (o believe, that disclosure of the document misht cause
sericus injury to the interests of the mation. The provisions about classification
in poposals 7 and B should apply for the purposes of this offence, and no
ofler c2 should be commailicd unless the document is proved to have been marked
SECHET.

(Pare graph 237.) .

22. If should be an oflence under the Official Secrets Act for any person who
comes intc possession of information which he krows, or has reasonable ground
to believe, has been obtained or communicated in contravention.of section | of
the 1911 Act to commmunicate that informasjon, exce 3t by handing o a Crown
servant or telling a Crown servant that he has it
(Paragraph 233.)

23, Where a person has come into possession of information to which the
Official Information Acl applics by virtue of his position as a Crown servant, or
& Govermmenl conlractor or & person entrusied with that information in
confidence, and has retired or otherwise ceased to be concerncd with the matters
by reason of which he came into possession of the information, it should be an
offence for him 1o communicate that information otherwise thaa in zccordance
with 2n author]:ition given on behall of the Crown. He should have the defence
thet he Lelieved, and had reasonable ground 10 believe, that he had communi-
cated that information in accordance with an aunthorisaiion given on behall of
the Crown to him, or given to some other person bui in terms also applicablz to
hi.

(Paragraph 239.)

Control ovor the instiution of prosecutions

24, No prosecution should bz brought in Encland and Wales for an offonee
under the Officiz] Information Act relating to law and order fsee proposal 10)
or private gain («ec proposal 13) except by or with the cons it of the Director of
Public Proecutions.

{Chapter 16, parzaraphs 240-8.)

25, MNe prosecution should be brought for an offence under the Official
Information Act relating 1o defoner and inicrpal securily (see proposal 3,
forcign relations (sce proposal <), the currency or the roserves (see proposal
5), a Cabinct document (see propo=al 113 or the corfidences of the citizen (sec
propozal 12) except by or with the consent of the Attorney General, or of the
Lord Advocate in Scotland. i1}

(Chapter 16, ic peragraplis 240-236.)




Ancillary provisions and panaltics

26. Sections 6 and 9 (1) of the Official Scercts Act 1911, and sections § (3)
and (4) of the Oficial Secrets Act 1920, should apply 10 olfence; under the
Ofiicial Information Act.
(Paragraph 237.)

27. Subiect to consultations with'the other authorities concers
outcome of the Law Comimistion’s study of the extra-territorial anp
criminal Iav, seciion 10 of the Official Secrets Act 1911 shoulc
Offical Informanion Act.

(Paragraphs 259 262.)

1ed, and to the
chijon of tha
Y 1u the

25' The maximuem penaliies on convigtion on indictmen: of an offeace under

the Ofiicial Information Act should be two years' imprisonment, or a fine with
no bt on the amount, or beih, The maximunt penalties oo summary convic-
tion for su=h an offence, other than ope of 1h {:"”*rm s mentioned 10 proposad
29, should be six months’ imprisonment, or a fine of £400, or both.
(Paragraphs 266-9.)

29. The offences of mishandling official documents (sce proposal 17) 2rd of
failing 1o protect SECRET documents {see proposal 21) should be summary
offences only, with a maximum penalty of threz months® imprisonment or a
finc of £400, or both.

(FParagraphs 230.)

30. The mzximem penalites for the oftence of communizating information
which has been ehu:med or communicated in contravention af section 1 of
the 1511 Aect (5e¢ proposal 22) should be the same as those in the Oficial
Ieformetion At Gee proposal 28).

(Faragiaph 271.)




